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แนวปฏิบัติการคุ้มครองข้อมูลส่วนบุคคล สำนักงานปลัดกระทรวงสาธารณสุข 
___________________ 

 

           สำนักงานปลัดกระทรวงสาธารณสุขในฐานะผู ้ควบคุมข้อมูลส่วนบุคคล มีหน้าที ่ต้องปฏิบัติ                  
ตามพระราชบัญญัติคุ ้มครองข้อมูลส่วนบุคคล พ.ศ. ๒๕๖๒ เพื่อให้เป็นไปตามนโยบายและแนวปฏิบัติ               
การคุ ้มครองข้อมูลส่วนบุคคลกระทรวงสาธารณสุข สำนักงานปลัดกระทรวงสาธารณสุขจึงได้กำหนด               
แนวปฏิบัติการคุ้มครองข้อมูลส่วนบุคคล ไว้ดังต่อไปนี้ 
 
ส่วนที ่๑. ผู้มีหน้าที่เก่ียวข้องกับการคุ้มครองข้อมูลส่วนบุคคล  
   หน่วยงานภายใต้สำนักงานปลัดกระทรวงสาธารณสุขซึ่งประกอบ หน่วยงานในส่วนกลางและส่วนภูมิภาค ดังนี้  

๑. ราชการบริหารส่วนกลาง ๑๕ หน่วยงาน 
๑. กองการพยาบาล  
๒. ศูนย์เทคโนโลยีสารสนเทศและการส่ือสาร  
๓. กองยุทธศาสตร์และแผนงาน   
๔. กองตรวจราชการ  
๕. กองบริหารการสาธารณสุข  
๖. กองกลาง  
๗. กองเศรษฐกิจสุขภาพและหลักประกันสุขภาพ  
๘. กองบริหารการคลัง  
๙. กองบริหารทรัพยากรบุคคล 
๑๐. กองการต่างประเทศ  
๑๑. กองกฎหมาย  
๑๒. กองสาธารณสุขฉุกเฉิน 
๑๓. ศูนย์ปฏิบัติการต่อต้านการทุจริต 
๑๔. กลุ่มพัฒนาระบบบริหาร 
๑๕. กลุ่มตรวจสอบภายใน 

 
๒. หน่วยงานตามภารกิจเฉพาะ ๑๖ หน่วยงาน 

๑. สำนักตรวจราชการ กระทรวงสาธารณสุข 
๒. สำนักวิชาการสาธารณสุข 
๓. สำนักงานรัฐมนตรี 
๔. กลุ่มเสริมสร้างวินัยและระบบคุณธรรม 
๕. สำนักสารนิเทศ 
๖. สำนักงานบริหารโครงการร่วมผลิตแพทย์เพิ่มเพื่อชาวชนบท 
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๗. สำนักสนับสนุนระบบสุขภาพปฐมภูมิ 
๘. ศูนย์สันติวิธีสาธารณสุข 
๙. ศูนย์บริหารจัดการเรื่องราวร้องทุกข์ กระทรวงสาธารณสุข 
๑๐. ศูนย์อำนวยการป้องกันและปราบปรามยาเสพติด กระทรวงสาธารณสุข 
๑๑. สำนักส่งเสริมและสนับสนุนอาหารปลอดภัย 
๑๒. สำนักบริหารยุทธศาสตร์สุขภาพดีวิถีชีวิตไทย 
๑๓. สำนักโครงการพระราชดำริ โครงการเฉลิมประเกียรติและกิจกรรมพิเศษ 
๑๔. กลุ่มขับเคลื่อนการปฏิรูปประเทศ ยุทธศาสตร์ชาติและการสร้างความสามัคคีปรองดอง              

ประจำกระทรวงสาธารณสุข 
๑๕. วิทยาลัยนักบริหารสาธารณสุข 
๑๖. สถาบันกัญชาทางการแพทย์ 

๓.หน่วยงานส่วนภูมิภาค 
• สำนักงานเขตสุขภาพ ๑๒ เขตสุขภาพ 
• ราชการบริหารส่วนภูมิภาค ๒ สำนักงาน 

1. สำนักงานสาธารณสุขจังหวัด ๗๖ หน่วยงาน 
2. สำนักงานสาธารณสุขอำเภอ ๘๗๖ หน่วยงาน 

• หน่วยบริการสุขภาพ  
๑. โรงพยาบาลศูนย์ ๓๔ แห่ง 
๒. โรงพยาบาลท่ัวไป ๙๒ แห่ง 
๓. โรงพยาบาลชุมชน ๗๗๔ แห่ง 
๔. โรงพยาบาลส่งเสริมสุขภาพตำบล ๙,๗๖๕ แห่ง 
๕. สถานีอนามัย ๔๑ แห่ง 

 มีผลบังคับใช้กับข้าราชการ พนักงาน ผู้ปฏิบัติงาน รวมถึงบุคคลภายนอกผู้ซึ่งปฏิบัติงานใหห้น่วยงานของ
กระทรวงสาธารณสุข 

ส่วนที ่๒. ข้อมูลส่วนบุคคลที่ได้รับการคุ้มครอง 
 ๑. ข้อมูลส่วนบุคคลของบุคลากรหน่วยงานของกระทรวงสาธารณสุข 

 เป็นข้อมูลส่วนบุคคลของ ข้าราชการ พนักงานราชการ พนักงานกระทรวงสาธารณสุข 
ลูกจ้างประจำ ลูกจ้างช่ัวคราว ในสังกัดสำนักงานปลัดกระทรวงสาธารณสุข 

 ๒. ข้อมูลส่วนบุคคลของผูม้าติดต่องาน                                                                                                 
เป็นข้อมูลส่วนบุคลคลของ ผู้มาติดต่องาน สมัครงาน การทำธุรกรรม เช่น การขอใบอนุญาตต่าง ๆ 

การส่งตรวจสิ่งส่งตรวจทางห้องปฏิบัติการ เป็นต้น  การทำนิติกรรม เช่น การทำสัญญาว่าจ้าง สัญญาซื้อขาย                
รวมถึงข้อมูลส่วนบุคคลของพนักงานหรือลูกจ้างของหน่วยงานท่ีทำสัญญา หรือทำงานให้กับสำนักงานปลัดกระทรวง
สาธารณสุข 

 ๓. ข้อมูลส่วนบุคคลของผู้รับบริการ 
เป็นข้อมูลส่วนบุคคลของผู้มาติดต่อเพื่อรับบริการทางการแพทย์และสาธารณสุข ที่หน่วยบริการ

สุขภาพ ของสำนักงานปลัดกระทรวงสาธารณสุข รวมถึงข้อมูลส่วนบุคคลของผู้รับบริการกรณีที่บุคลากรของ            
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หน่วยบริการสุขภาพของสำนักงานปลัดกระทรวงสาธารณสุขออกไปให้บริการนอกหน่วยบริการในพื้นท่ี                
ท่ีรับผิดชอบ และข้อมูลการใช้บริการสุขภาพทางดิจิทัล    
 
ส่วนที่ ๓. การเก็บรวบรวมข้อมูลส่วนบุคคลอย่างจำกัด 
             สำนักงานปลัดกระทรวงสาธารณสุขจะเก็บรวบรวมข้อมูลส่วนบุคคล “เท่าที่จำเป็น” สำหรับการ
ให้บริการตามวัตถุประสงค์ในการดำเนินงานของกระทรวงสาธารณสุข อย่างเคร่งครัด และสำนักงาน
ปลัดกระทรวงสาธารณสุขจะขอความยินยอมจากเจ้าของข้อมูลส่วนบุคคลก่อนหรือขณะที่เก็บรวบรวมข้อมูล
ส่วนบุคคล เว้นแต่การเก็บรวบรวมข้อมูลส่วนบุคคลที่ได้รับยกเว้นไม่ต้องขอความยินยอมตามที่กฎหมาย
กำหนด และจะรักษาข้อมูลเหล่านั้นไว้เป็นความลับตามเกณฑ์มาตรฐานการกำหนดช้ันความลับของข้อมูลของ
สำนักงานปลัดกระทรวงสาธารณสุข 

ส่วนที่ ๔. วัตถุประสงค์ในการเก็บรวบรวม ใช้ เปิดเผย ข้อมูลส่วนบุคคล 
             ๔.๑  สำนักงานปลัดกระทรวงสาธารณสุข จะเก็บรวบรวม ใช้ และเปิดเผยข้อมูลส่วนบุคคลของ
เจ้าของข้อมูลส่วนบุคคล เพื่อการดำเนินงานในพันธกิจต่าง ๆ ของสำนักงานปลัดกระทรวงสาธารณสุข รวมท้ัง
เพื่อการศึกษาวิจัยหรือ การจัดทำสถิติที่เป็นไปตามวัตถุประสงค์การดำเนินงานของสำนักงานปลัดกระทรวง
สาธารณสุข หรือตามท่ีกฎหมายกำหนด   
             ๔.๒  สำนักงานปลัดกระทรวงสาธารณสุข จะบันทึกวัตถุประสงค์ของการเก็บรวบรวมข้อมูลส่วนบุคคล  
ในขณะที่มีการรวบรวมและจัดเก็บ รวมถึงการนำข้อมูลนั้นไปใช้ในภายหลัง และหากมีการเปลี่ยนแปลง
วัตถุประสงค์ของการเก็บรวบรวมข้อมูล สำนักงานปลัดกระทรวงสาธารณสุข จะจัดทำบันทึกแก้ไขเพิ่มเติม          
ไว้เป็นหลักฐาน หากมีการเปลี่ยนแปลงวัตถุประสงค์ตามที่เคยได้แจ้งไว้ สำนักงานปลัดกระทรวงสาธารณสุข 
จะแจ้งวัตถุประสงค์ใหม่นั้นให้กับเจ้าของข้อมูลส่วนบุคคลทราบและได้รับความยินยอมก่อนเก็บรวบรวม ใช้ 
หรือเปิดเผย เว้นแต่ได้รับยกเว้นไม่ต้องขอความยินยอมตามท่ีกฎหมายกำหนด 

ส่วนที่ ๕. การกำกับดูแลการเก็บรวบรวม ใช้และการเปิดเผยข้อมูลส่วนบุคคล 
             ๕.๑  สำนักงานปลัดกระทรวงสาธารณสุข จะกำกับดูแลมิให้ผู้ที่ไม่มีหน้าที่หรือไม่ได้รับมอบหมาย        
เก็บรวบรวมข้อมูลส่วนบุคคล นำไปใช้ประโยชน์ เปิดเผย แสดง หรือทำให้ปรากฏในลักษณะอื่นใดแก่บุคคลอื่น 
นอกเหนือวัตถุประสงค์ท่ีได้ขอความยินยอมจากเจ้าของข้อมูลส่วนบุคคล เว้นแต่การใช้ข้อมูลส่วนบุคคลท่ีได้รับ
ยกเว้นไม่ต้องขอความยินยอมตามท่ีกฎหมายกำหนด 
             ๕.๒  สำนักงานปลัดกระทรวงสาธารณสุข จะไม่เปิดเผยข้อมูลส่วนบุคคลของเจ้าของข้อมูล โดยไม่มี
ฐานการประมวลผลข้อมูลโดยชอบด้วยกฎหมาย แต่อาจเปิดเผยข้อมูลส่วนบุคคลของเจ้าของข้อมูล                
ภายใต้หลักเกณฑ์ที่กฎหมายกำหนด เช่นการเปิดเผยต่อหน่วยงานราชการ หน่วยงานภาครัฐ หน่วยงาน              
ท่ีกำกับดูแล รวมถึงในกรณีท่ีมีการร้องขอให้เปิดเผยข้อมูลโดยอาศัยอำนาจตามกฎหมาย 

5.3 สำนักงานปลัดกระทรวงสาธารณสุข อาจใช้เทคโนโลยีคุกกี้ (Cookies) เพื่อเก็บรวบรวมข้อมูล
พฤติกรรมของเจ้าของข้อมูลส่วนบุคคล เกี่ยวกับการเข้าถึง การใช้งาน หรือการรับบริการผ่านเว็บไซต์และแอปพลิเคชัน
ของสำนักงานปลัดกระทรวงสาธารณสุข เพื่อประโยชน์ในการอำนวยความสะดวกแก่เจ้าของข้อมูลส่วนบุคคล              
ในการเข้าถึง การใช้งาน หรือการรับบริการผ่านเว็บไซต์และแอปพลิเคชัน ของสำนักงานปลัดกระทรวง
สาธารณสุข 
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ส่วนที่ ๖. ระยะเวลาในการจัดเก็บข้อมูล 
สำนักงานปลัดกระทรวงสาธารณสุข จะเก็บรักษาข้อมูลส่วนบุคคลของไว้เป็นระยะเวลา ตราบเท่าท่ี

วัตถุประสงค์ของการนำข้อมูลดังกล่าวไปใช้ยังคงมีอยู่ หลังจากนั้น สำนักงานปลัดกระทรวงสาธารณสุขจะลบ 
ทำลายข้อมูล หรือทำให้ข้อมูลไม่สามารถระบุตัวตนได้ เว้นแต่กรณีจำเป็นต้องเก็บ รักษาข้อมูลต่อไปตามท่ี
กฎหมายที่เกี่ยวข้องกำหนด หรือเพื่อเป็นการคุ้มครองสิทธิประโยชน์ของสำนักงานปลัดกระทรวงสาธารณสุข 
หรือหากมีความจำเป็นเพื่อวัตถุประสงค์อื่น ๆ เช่น เพื่อความปลอดภัย เพื่อการป้องกันการละเมิดหรือการ
ประพฤติมิชอบ หรือเพื่อการเก็บบันทึกทางการเงิน  

ส่วนที่ ๗. การโอนข้อมูลไปต่างประเทศ  
 สำนักงานปลัดกระทรวงสาธารณสุข จะทำการเปิดเผยข้อมูลส่วนบุคคลต่อผู้รับข้อมูลในต่างประเทศ 
เฉพาะกรณีที่กฎหมายคุ้มครอง ข้อมูลส่วนบุคคลกำหนดให้ทำได้เท่านั้น ทั้งนี ้หน่วยงานของกระทรวง
สาธารณสุข อาจปฏิบัติตามหลักเกณฑ์การโอนข้อมูลระหว่างประเทศ โดยเข้าทำข้อสัญญามาตรฐานหรือใช้
กลไกอื่นท่ีพึงมีตามกฎหมายว่าด้วยการคุ้มครองข้อมูลท่ีใช้บังคับ และ หน่วยงานของกระทรวงสาธารณสุขอาจ
อาศัยสัญญาการโอนข้อมูล หรือกลไกอื่นท่ีได้รับการอนุมัติ เพื่อการโอนข้อมูลส่วนบุคคลไปยังต่างประเทศ 

ส่วนที่ ๘. การรักษาความม่ันคงปลอดภัย 
             สำนักงานปลัดกระทรวงสาธารณสุข จะใช้มาตรการรักษาความมั่นคงปลอดภัยของข้อมูลส่วนบุคคล           
ซึ่งครอบคลุมถึงมาตรการป้องกัน ด้านการบริหารจัดการ (Administrative Safeguard) มาตรการป้องกันด้านเทคนิค 
(Technical Safeguard) และมาตรการป้องกันทางกายภาพ (Physical Safeguard) ในเรื่องการเข้าถึงหรือควบคุม             
การใช้งานข้อมูลส่วนบุคคล (Access Control) เพื่อป้องกันการเข้าถึงและเปิดเผยข้อมูลโดยไม่ได้รับอนุญาต              
และสอดคล้องกับการดำเนินงานของสำนักงานปลัดกระทรวงสาธารณสุข และมาตรฐานที่รับรองโดยทั่วไป               
เพื่อให้บรรลุตามวัตถุประสงค์ ๓ ประการ ดังนี้ 

๑) การธำรงไว้ซึ่งความลับ (confidentiality)  
๒) ความถูกต้องครบถ้วน (integrity)  
๓) สภาพพร้อมใช้งาน (availability)  

ของข้อมูลส่วนบุคคล ท้ังนี้ เพื่อป้องกันการสูญหาย เข้าถึง ใช้ เปล่ียนแปลง แก้ไข หรือเปิดเผยข้อมูล
ส่วนบุคคลโดยมิชอบ ประกอบด้วยการดำเนินการตามมาตรการดังต่อไปนี้ 

ข้อ ๑. มาตรการป้องกันด้านการบริหารจัดการ (administrative safeguard) 
๑.๑  มีการออกระเบียบ วิธีปฏิบัติ สำหรับควบคุมการเข้าถึงข้อมูลส่วนบุคคลและอุปกรณ์           

ในการจัดเก็บและประมวลผลข้อมูลส่วนบุคคลโดยคำนึงถึงการใช้งานและความมั่นคงปลอดภัย เช่น กำหนดให้
มีบันทึกการเข้าออกพื้นท่ี กำหนดให้เจ้าหน้าท่ีรักษาความปลอดภัยตรวจสอบผู้มีสิทธิผ่านเข้าออกมีการกำหนด
รายช่ือผู้มีสิทธิเข้าถึง 

ท้ังนี้ ความเข้มข้นของมาตรการ ให้เป็นไปตามระดับความเส่ียง หรือ ความเสียหายท่ีอาจเกิดขึ้นหาก
ข้อมูลส่วนบุคคลรั่วไหล ถูกแก้ไข ถูกคัดลอก หรือ ถูกทำลาย โดยมิชอบ  

๑.๒  มีการกำหนดเกี่ยวกับการอนุญาตหรือการกำหนดสิทธิในการเข้าถึงข้อมูลส่วนบุคคล
ของผู้ใช้งาน (user responsibilities) แบ่งเป็นรูปแบบต่าง ๆ เช่น สิทธิในการเข้าดู แก้ไข เพิ่มเติม เปิดเผย
และเผยแพร่ การตรวจสอบคุณภาพข้อมูล ตลอดจนการลบทำลาย  
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ข้อ ๒. มาตรการป้องกันด้านเทคนิค (technical safeguard)      
๒.๑ การจัดให้มีวิธีการเพื่อให้สามารถตรวจสอบย้อนหลังเกี่ยวกับการเข้าถึง เปลี่ยนแปลง          

ลบ หรือถ่ายโอนข้อมูลส่วนบุคคล ให้สอดคล้องเหมาะสมกับวิธีการและสื่อที่ใช้ในการเก็บรวบรวม ใช้หรือ
เปิดเผยข้อมูลส่วนบุคคล 

๒.๒ การบริหารจัดการการเข้าถึงของผู้ใช้งาน (user access management) เพื่อควบคุม      
การเข้าถึงข้อมูลส่วนบุคคลเฉพาะผู้ที่ได้รับอนุญาต ตามระดับสิทธิการใช้งาน ได้แก่ การนำเข้า เปลี่ยนแปลง 
แก้ไข เปิดเผย ตลอดจนการลบทำลาย  

๒.๓ จัดให้มีระบบสำรองและกู้คืนข้อมูล เพื่อให้ระบบ และ/หรือ บริการต่าง ๆ ยังสามารถ
ดำเนินการได้อย่างต่อเนื่อง 

ข้อ ๓. มาตรการป้องกันทางกายภาพ (physical safeguard) ในเรื ่องการเข้าถึงหรือควบคุมการ            
ใช้งานข้อมูลส่วนบุคคล (access control)  

๓.๑ มีการควบคุมการเข้าถึงข้อมูลส่วนบุคคลและอุปกรณ์ในการจัดเก็บและประมวลผล
ข้อมูลส่วนบุคคลโดยคำนึงถึงการใช้งานและความมั่นคงปลอดภัย เช่น มีบันทึกการเข้าออกพื้นที่ มีเจ้าหน้าท่ี
รักษาความปลอดภัยของพื้นที่ มีระบบกล้องวงจรปิดติดตั้ง มีการล้อมรั้วและล็อคประตูทุกครั้ง มีระบบบัตร
ผ่านเฉพาะผู้มีสิทธิเข้าออก ท้ังนี้ความเข้มข้นของมาตรการ ให้เป็นไปตามระดับความเส่ียง  หรือ ความเสียหายท่ี
อาจเกิดขึ้นหากข้อมูลส่วนบุคคลรั่วไหล ถูกแก้ไข ถูกคัดลอก หรือ ถูกทำลาย โดยมิชอบ  

๓.๒ กำหนดหน้าที่ความรับผิดชอบของผู้ใช้งาน (user responsibilities) เพื่อป้องกันการ
เข้าถึงข้อมูลส่วนบุคคลโดยไม่ได้รับอนุญาต การเปิดเผย การล่วงรู้ หรือการลักลอบทำสำเนาข้อมูลส่วนบุคคล 
การลักขโมยอุปกรณ์จัดเก็บหรือประมวลผลข้อมูลส่วนบุคคล  การลักลอบนำอุปกรณ์เข้าออก 

โดยสำนักงานปลัดกระทรวงสาธารณสุข กำหนดให้เจ้าหน้าท่ีของสำนักงานปลัดกระทรวงสาธารณสุข             
เข้ารับการฝึกอบรมเกี่ยวกับ การคุ้มครองข้อมูลส่วนบุคคลและการรักษาความมั่นคงปลอดภัยของข้อมูล  
 การจัดจ้างผู้ให้บริการภายนอก สำนักงานปลัดกระทรวงสาธารณสุขจะมีการสอบทานและปรับปรุง
มาตรการต่าง ๆ เพื่อให้แน่ใจว่า ผู้ให้บริการภายนอกท่ี สำนักงานปลัดกระทรวงสาธารณสุขทำการว่าจ้างจะมี
การใช้มาตรการในการ เก็บรวบรวม ประมวลผล โอนย้าย จัดการ และรักษาความมั่นคงปลอดภัยของข้อมูล
อย่างเพียงพอในการให้บริการภายใต้วัตถุประสงค์ของสำนักงานปลัดกระทรวงสาธารณสุข เป็นไปตาม
มาตรฐานต่าง ๆ ของประเทศ และกฎระเบียบท่ีเกี่ยวข้อง  
 

 สำนักงานปลัดกระทรวงสาธารณสุข จัดทำนโยบาย แนวปฏิบัติและขั้นตอนวิธีการต่าง ๆ  เพื่อการจัดการ     
ข้อมูลอย่างปลอดภัย และป้องกันการ เข้าถึงโดยไม่ได้รับอนุญาตโดยมีรายละเอียดอย่างน้อยดังต่อไปนี้  

• กำหนดนโยบายและขั้นตอนวิธีการต่าง ๆ เพื่อจัดการข้อมูลอย่างปลอดภัย และอาจกำหนด
เพิ่มเติมในสัญญาระหว่างสำนักงานปลัดกระทรวงสาธารณสุขกับคู่สัญญาแต่ละราย  

• มีการบริหารจัดการสิทธิของพนักงานและลูกจ้างในการเข้าถึงข้อมูลส่วนบุคคล อย่างเหมาะสม  
• ป้องกันการเข้าถึงข้อมูลโดยไม่ได้รับอนุญาต เช่น การเข้ารหัสข้อมูล การตรวจสอบตัวตนและ

เทคโนโลยีการตรวจจับไวรัส ตามความจำเป็น รวมถึงจัดให้มีช่องทางการสื่อสารแบบปลอดภัย
สำหรับข้อมูลดังกล่าวด้วยการเข้ารหัสลับข้อมูลดังกล่าว เช่น จัดให้มีการใช้  Secure Socket 
Layer (SSL) protocol เป็นต้น  
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• บริหารจัดการให้ ผู ้ให้บริการภายนอกที ่สำนักงานปลัดกระทรวงสาธารณสุขทำการว่าจ้าง                
ต้องปฏิบัติ  ตามหลักเกณฑ์ ตามกฎหมาย และระเบียบต่าง ๆ ว่าด้วยการคุ้มครองข้อมูลส่วนบุคคล  

• มีติดตามตรวจสอบเว ็บไซต์และระบบออนไลน์ ของสำนักงานปลัดกระทรวงสาธารณสุข                   
ผ่านหน่วยงาน ท่ีมีความเช่ียวชาญด้านการคุ้มครองข้อมูลส่วนบุคคลและการรักษาความมั่นคงปลอดภัย  

• จัดให้มีการฝึกอบรมเกี่ยวกับการคุ้มครองข้อมูลส่วนบุคคลแก่บุคลากรของสำนักงานปลัดกระทรวงสาธารณสุข 

• ประเมินผลแนวปฏิบัติเกี่ยวกับการคุ้มครองข้อมูลส่วนบุคคล การจัดการข้อมูล และการรักษาความ
มั่นคงปลอดภัยของข้อมูลของสำนักงานปลัดกระทรวงสาธารณสุข เป็นประจำ  

ส่วนที่ ๙. การลบหรือทำลายข้อมูลส่วนบุคคล 
 สำนักงานปลัดกระทรวงสาธารณสุข จะเก็บรวบรวมข้อมูลส่วนบุคคลจากเจ้าของข้อมูลส่วนบุคคล

โดยตรงเท่านั้น และต้อง “ขอความยินยอมจากเจ้าของข้อมูลส่วนบุคคลก่อนหรือระหว่างเก็บรวบรวมข้อมูล
ส่วนบุคคล” เว้นแต่การเก็บรวบรวมข้อมูลส่วนบุคคลที่ได้รับยกเว้นไม่ต้องขอความยินยอมตามที่กฎหมาย
กำหนด หากสำนักงานปลัดกระทรวงสาธารณสุข จำเป็นต้อง “เก็บรวบรวมข้อมูลส่วนบุคคลจากแหล่งอื่น”          
ที ่ไม่ใช่เก็บจากเจ้าของข้อมูลส่วนบุคคลโดยตรง สำนักงานปลัดกระทรวงสาธารณสุข จะแจ้งเหตุผล               
ความจำเป็นนั้นให้เจ้าของข้อมูลส่วนบุคคลทราบและขอความยินยอมในเวลาตามที่กำหนด เว้นแต่การเก็บ
รวบรวมข้อมูลส่วนบุคคลท่ีได้รับยกเว้นไม่ต้องขอความยินยอมตามท่ีกฎหมายกำหนด 

ส่วนที่ ๑๐. การมีส่วนร่วมของเจ้าของข้อมูล 
           สำนักงานปลัดกระทรวงสาธารณสุข จะเก็บรวบรวมข้อมูลส่วนบุคคลจากเจ้าของข้อมูลส่วนบุคคล

โดยตรงเท่านั้น และต้อง “ขอความยินยอมจากเจ้าของข้อมูลส่วนบุคคลก่อนหรือระหว่างเก็บรวบรวมข้อมูล
ส่วนบุคคล” เว้นแต่การเก็บรวบรวมข้อมูลส่วนบุคคลที่ได้รับยกเว้นไม่ต้องขอความยินยอมตามที่กฎหมาย
กำหนด หากหน่วยงานของกระทรวงสาธารณสุข จำเป็นต้อง “เก็บรวบรวมข้อมูลส่วนบุคคลจากแหล่งอื่น”           
ที่ไม่ใช่เก็บจากเจ้าของข้อมูลส่วนบุคคลโดยตรง หน่วยงานของกระทรวงสาธารณสุข จะแจ้งเหตุผลความ
จำเป็นนั้นให้เจ้าของข้อมูลส่วนบุคคลทราบ เว้นแต่การเก็บรวบรวมข้อมูลส่วนบุคคลที่ได้รับยกเว้นไม่ต้อง               
ขอความยินยอมตามท่ีกฎหมายกำหนด 

ส่วนที่ 11. สิทธิของเจ้าของข้อมูลส่วนบุคคล 
            เจ้าของข้อมูลส่วนบุคคลมีสิทธิในการดำเนินการ กับข้อมูลส่วนบุคคลของตนเองที่สำนักงาน

ปลัดกระทรวงสาธารณสุขดูแล ดังต่อไปนี้ 
            11.๑  สิทธิในการขอรับข้อมูลส่วนบุคคลของตนเอง โดยเจ้าของข้อมูลมีสิทธิ ที่จะขอรับสำเนา

ข้อมูลส่วนบุคคลของตน และมีสิทธิที่จะร้องขอให้ เปิดเผยถึงการได้มาซึ่งข้อมูลของเจ้าของข้อมูล 
             11.๒  สิทธิคัดค้านการเก็บรวบรวม ใช้ หรือเปิดเผยข้อมูลส่วนบุคคลของตนเองด้วยเหตุบางประการ

ตามท่ีกฎหมายกำหนด 
           11.๓  สิทธิขอให้ลบหรือทำลายข้อมูล โดยขอให้ สำนักงานปลัดงกระทรวงสาธารณสุข ดำเนินการ           

ลบ หรือทำลาย หรือทำให้ข้อมูลส่วนบุคคลเป็นข้อมูลที่ไม่สามารถระบุตัวบุคคลที่เป็นเจ้าของข้อมูลส่วนบุคคลได้            
ด้วยเหตุบางประการได้ตามท่ีกฎหมายกำหนด 
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            11.๔  สิทธิขอให้ระงับการใช้ข้อมูลส่วนบุคคล โดยขอให้สำนักงานปลัดงกระทรวงสาธารณสุข              
ระงับการใช้ข้อมูลส่วนบุคคลของตนเองด้วยเหตุบางประการตามท่ีกฎหมายกำหนด 

            11.๕  สิทธิขอให้แก้ไขเปล่ียนแปลง โดยขอให้ สำนักงานปลัดงกระทรวงสาธารณสุข ดำเนินการ
ให้ข้อมูลส่วนบุคคลนั้นถูกต้องเป็นปัจจุบัน สมบูรณ์ และไม่ก่อให้เกิดความเข้าใจผิด  

ส่วนที่ ๑๒. แนวทางการคุ้มครองข้อมูลส่วนบุคคล 
     สำนักงานปลัดกระทรวงสาธารณสุข ได้มีการแต่งตั ้งเจ้าหน้าที ่คุ ้มครองข้อมูลส่วนบุคคล                     
(Data Protection Officer : DPO) เพื่อการประสานงานในการคุ้มครองสิทธิประโยชน์ของเจ้าของข้อมูลและ
สิทธิประโยชน์ของสำนักงานปลัดกระทรวงสาธารณสุข ช่วยให้สามารถบริหารความเส่ียงและจัดการข้อมูล   
ส่วนบุคคล ได้อย่างมีประสิทธิภาพและประสิทธิผล ในกรณีที่เจ้าของข้อมูลต้องการใช้สิทธิ หรือมีคำถาม
เกี่ยวกับการใช้ สิทธิของตน หรือความยินยอมท่ีเจ้าของข้อมูลได้ให้ไว้ สามารถติดต่อได้ท่ี  
ส่งถึง : เจ้าหน้าท่ีคุ้มครองข้อมูลส่วนบุคคล  

ศูนย์เทคโนโลยีสารสนเทศและการส่ือสาร สำนักงานปลัดกระทรวงสาธารณสุข  
อาคาร ๒ ช้ัน ๑ เลขท่ี ๘๘/๒๐ หมู่๔  ถนนติวานนท์  
ตำบลตลาดขวัญ อำเภอเมือง จังหวัดนนทบุรี ๑๑๐๐๐ 
อีเมล dpo@moph.go.th  
โทรศัพท์ ๐ ๒๕๙๐ ๑๒๑๔  

ส่วนที่ ๑๓.  การเปิดเผยเก่ียวกับการดำเนินการ แนวปฏิบัติและนโยบายที่เก่ียวกับข้อมูลส่วนบุคคล 
                ๑๓.๑ สำนักงานปลัดกระทรวงสาธารณสุข มีการดำเนินการตามนโยบายการคุ้มครองข้อมูลส่วน
บุคคลของ กระทรวงสาธารณสุข โดยจะเผยแพร่ผ่านทางเว็บไซต์ https://pdpa.moph.go.th รวมทั้งหากมี
การปรับปรุงแก้ไขนโยบายการคุ้มครองข้อมูลส่วนบุคคล ก็จะดำเนินการเผยแพร่ผ่านช่องทางดังกล่าว รวมท้ัง
ผ่านส่ือท่ี กระทรวงสาธารณสุขใช้เพื่อการประชาสัมพันธ์ตามความเหมาะสมด้วย 

๑๓.๒  การดำเนินการ แนวปฏิบัติ และนโยบายที่เกี ่ยวกับการคุ้มครองข้อมูลส่วนบุคคลท่ี 
สำนักงานปลัดกระทรวงสาธารณสุข ประกาศใช้นี้ จะใช้เฉพาะสำหรับการเก็บรวบรวม ใช้ หรือเปิดเผยข้อมูล
ส่วนบุคคลในกิจการของ สำนักงานปลัดกระทรวงสาธารณสุข ซึ่งรวมตลอดถึงการบริหารงาน การให้บริการ 
และการเข้าถึงเว็บไซต์ของ สำนักงานปลัดกระทรวงสาธารณสุข เท่านั้น หากผู้ใช้บริการมีการเชื ่อมโยง 
(Link) ไปยังเว็บไซต์อื่นผ่านทางเว็บไซต์ของ สำนักงานปลัดกระทรวงสาธารณสุข ผู้ใช้บริการจะต้องศึกษาและ
ปฏิบัติตามนโยบายและแนวปฏิบัติในการคุ้มครองข้อมูลส่วนบุคคลตามท่ีปรากฏในเว็บไซต์อื่นนั้นแยกต่างหาก
จากสำนักงานปลัดกระทรวงสาธารณสุขด้วย 

 
      
               

        
 


